
1. Secure the phone with a PIN, and use biometrics 
     (fingerprint, retina recognition) if they’re available

2. Only use trusted network connections. Connect to 
      known public networks. If connecting to an open 
      network, use a VPN for encryption

3. Only install trusted apps from reputable companies

4. Always install operating system and app updates 
      as soon as they become available

5. Use strong passwords for your Google or iCloud 
     accounts. People who gain access to those accounts can 
     gain access to a lot of the data on your mobile device
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